Regulamin monitoringu wizyjnego
w Szkole Podstawowej nr 3 z Oddzialami Dwuje¢zycznymi i Sportowymi

im. Janusza Kusocinskiego w Lomiankach

Postanowienia og6lne
§1

1. Regulamin okre$la zasady funkcjonowania systemu monitoringu wizyjnego w Szkole
Podstawowej nr 3 z Oddzialtami Dwujezycznymi i Sportowymi im. Janusza
Kusocinskiego w Lomiankach (zwanej dalej Szkotg), miejsca instalacji kamer systemu na
terenie Szkoty, reguly rejestracji zapisu informacji oraz sposob ich zabezpieczenia, a takze
mozliwos$ci udostepniania zgromadzonych danych o zdarzeniach.

2. Administratorem Systemu Monitoringu i Administratorem Danych Osobowych
W rozumieniu Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogdlne rozporzadzenie o ochronie danych, zwane dalej RODO) jest Szkola
Podstawowa nr 3 z Oddzialami Dwujezycznymi i Sportowymi im. Janusza

Kusocinskiego w Lomiankach ul. Staszica 2 tel. 22 751 56 10, sp3@poczta.lomianki.pl

reprezentowana przez Dyrektora.

3. Celem monitoringu jest:

1) zapewnienie oraz zwigkszenie bezpieczenstwa uzytkownikow obiektu (ze szczegdlnym
uwzglednieniem pracownikdéw, uczniéw oraz oséb przebywajacych na terenie obiektu)
poprzez ograniczenie zachowan niepozadanych, zagrazajacych zdrowiu lub
bezpieczenstwu 0sob przebywajacych w obiekcie i jego bezposrednim sasiedztwie;

2) zapewnienie oraz zwigkszenie ochrony mienia Szkoty oraz ustalanie ewentualnych
sprawcoéw czyndw nagannych (zniszczenia mienia, kradzieze itp.);

3) ograniczanie dostgpu do obiektu 0os6b uprawnionych i niepozadanych;

4) zwiekszenie bezpieczenstwa informacji prawnie chronionych;

5) ochrona przeciwpozarowa obiektu.
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Monitoring nie obejmuje pomieszczen sanitarnych pracownikéw, szatni pracownikow,
stotowek dla pracownikow oraz palarni lub pomieszczen udostepnianych zaktadowej
organizacji zwigzkowe;j.

Monitoring nie obejmuje pomieszczen, w ktorych odbywaja sie zajecia dydaktyczne,
wychowawcze 1 opiekuncze, pomieszczen, w ktorych uczniom jest udzielana pomoc
psychologiczno-pedagogiczna, pomieszczen przeznaczonych do odpoczynku i rekreacji
pracownikow, pomieszczen sanitarnohigienicznych, gabinetu profilaktyki zdrowotne;j,
szatni, przebieralni.

Monitoring nie stanowi $§rodka nadzoru nad jako$cig wykonywanej pracy.

Podstawa prawna funkcjonowania systemu monitoringu jest wskazana w art. 22 Ustawy
z dnia 26 czerwca 1974 r. Kodeks Pracy (t.j. Dz.U. 2025 poz. 277 ze zm. oraz art. 108a
Ustawy z dnia 14 grudnia 2016 r. Prawo Oswiatowe (t.J. Dz. U. z 2025 r. poz. 1043 ze zm.)

Definicje uzyte w regulaminie

§2
. Administrator Danych Osobowych - Szkota Podstawowa nr 3  z Oddziatami
Dwujezycznymi i Sportowymi im. Janusza Kusocinskiego w Lomiankach reprezentowana
przez Dyrektora.
Administrator Systemu Monitoringu (ASM) — wyznaczona przez Administratora Danych
Osobowych osoba lub firma zewngtrzna odpowiedzialna za administracj¢ monitoringiem.
Operator Systemu Monitoringu — osoba posiadajagca uprawnienia do wgladu,
bezposredniego dostepu, przegladania w czasie obrazu z kamer monitoringu, wykonania
kopii oraz przetwarzania danych.
Monitoring — odbiér obrazu w przestrzeni znajdujacej si¢ w polu widzenia kamer
monitorowanego obszaru.
Dane — dane osobowe w postaci obrazu (wizerunek osoby) utrwalone przez System
Monitoringu.
System Monitoringu — zespot kamer, urzadzen przesytlowych, urzadzen rejestrujaco-
odtwarzajacych,  elektronicznych ~ nos$nikow  danych  oraz  oprogramowania
wykorzystywanego w celu osiggniecia okreslonej funkcjonalnosci w zakresie monitoringu.
Rejestracja obrazu — proces zapisu na okreslony elektroniczny nosnik danych optycznych

obrazéw pochodzacych z kamery.
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Obszar monitoringu — obszar objety zasiggiem rejestracji obrazu, opisany w zatgczniku nr
1 niniejszego Regulaminu.

Przetwarzanie Danych — dziatanie polegajace na rejestracji, przegladaniu zarejestrowanego
obrazu w celu identyfikacji tozsamosci osoby obj¢tej monitoringiem wizyjnym oraz
kopiowaniu, a nastepnie usuwaniu lub przekazywaniu podmiotom uprawnionym.

Incydent — zdarzenie wymagajace przetwarzania zarejestrowanych obrazow w celu
udokumentowania okolicznos$ci jego wystapienia.

Rejestr Incydentow i Wejs¢ kontrolnych do systemu — rejestr zawierajacy date, czas i dane
przetwarzania (dane ASM lub Operatora i jego czynno$ci) oraz zwigzly opis samego
Incydentu. Wzo6r Rejestru Incydentow i Wejs¢ kontrolnych stanowi Zatacznik nr 7 do
Regulaminu.

Podmiot uprawniony — podmioty, ktére moga uczestniczy¢ w trakcie przetwarzania obrazu
1 uzyskac kopie zarejestrowanego obrazu, sa to: Sad, Prokuratura, Policja oraz inne stuzby
pod nadzorem Prokuratury.

Ustawa — Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 .
poz. 1781).

RODO - Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony oso6b fizycznych w zwiagzku z przetwarzaniem danych
osobowych 1 w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy

95/46/WE (ogodlne rozporzadzenie o ochronie danych, zwane RODO).

Informacje ogdélne o systemie monitoringu wizyjnego
83

Odpowiedzialnym za obstuge techniczng oraz prawidlowe funkcjonowanie systemu
monitoringu moze by¢ pracownik szkoty, wyznaczony przez Administratora Danych
Osobowych, ktdry na podstawie upowaznienia ADO, bedzie petni¢ funkcj¢ Administratora
Systemu Monitoringu (ASM) 1 mie¢ dostep do:
1) bezposredniego podgladu obrazu z kamer;
2) urzadzenia rejestrujacego;
3) zapiséw z kamer.
Dopuszcza si¢, aby zadania serwisowe, zwigzane z funkcjonowaniem monitoringu byty
realizowane przez inne osoby lub firmy zewnetrzne wskazane przez Administratora Danych

Osobowych, na podstawie wydanego upowaznienia.
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W przypadku zlecenia zadan serwisowych osobie lub firmie zewnetrznej nalezy zawrzec

umowe powierzenia danych osobowych.

Infrastruktura Szkoty, ktora jest objeta monitoringiem wizyjnym to:

1) wejscie do Szkoty;

2) ciagi komunikacyjne w Szkole (korytarz dolny, hol dolny, korytarz przy stotéwce,
schody przy stoléwce, schody pomigdzy holem dolnym i holem goérnym, korytarz
gorny, korytarz przy pokoju nauczycielskim, korytarz w-f przy sali sportowej, hol
gorny;

3) teren bezposrednio przylegly do budynku w lokalizacji Szkoty (wejscie gtdéwne do
szkoty, dziedziniec).

System monitoringu wizyjnego w Szkole sktada si¢ z:

1) kamer, ktorych lokalizacja okreslona jest w zatgczniku nr 1, rejestrujagcych zdarzenia
wewnatrz 1 na zewnatrz budynku Szkoty w kolorze i rozdzielczo$ci umozliwiajacej
identyfikacj¢ osob;

2) urzadzen rejestrujacych obraz;

3) urzadzen umozliwiajacych podglad oraz kopiowanie zdarzen, ktorych lokalizacja
okreslona jest w zalaczniku nr 1.

W przypadku stwierdzenia nieprawidtowosci w funkcjonowaniu monitoringu wizyjnego,

nalezy niezwlocznie zgtosi¢ usterke do Administratora Danych Osobowych oraz osoby

serwisujacej monitoring wizyjny.

System monitoringu wizyjnego Szkoty moze by¢ w miar¢ konieczno$ci rozbudowywany

i udoskonalany.

Zastosowane srodki techniczne 1 organizacyjne przy przetwarzaniu danych osobowych

zawartych w nagraniach monitoringu wizyjnego sg tozsame ze $rodkami wskazanymi

w ,.Polityce Ochrony Danych Osobowych” w Szkole Podstawowej nr 3 z Oddziatami

Dwujezycznymii Sportowymi im. Janusza Kusocinskiego w Lomiankach.

Nagrania obrazu Administrator danych przetwarza wytacznie do celow, dla ktorych zostaly

zebrane i przechowuje przez okres 2 tygodni od dnia nagrania.

Po uplywie okresu, o ktérym mowa w ust. 9, uzyskane w wyniku monitoringu nagrania

obrazu zawierajace dane osobowe podlegaja zniszczeniu, poprzez kolejny nadpis na obraz.

Funkcjonalnos$¢ systemu monitoringu wizyjnego

§4
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W systemie monitoringu wizyjnego do celow archiwizacyjnych, rejestracyjnych
I pogladowych zbioréw stosuje si¢ system dyskow statych.

Monitoring funkcjonuje catodobowo.

System nagrywa obraz bez dzwigku w czasie rzeczywistym. Przegladanie materialu
mozliwe jest przez podanie okreslonej daty i godziny.

Dane zapisywane sg na dyskach rejestratorow.

Zapisu z systemu monitoringu nie archiwizuje sig.

Z zapisanych danych nie jest tworzona kopia zapasowa.

System monitoringu wizyjnego nie stosuje dodatkowej zaawansowanej analizy danych.

Obowiazek informacyjny
§5

Pomieszczenia 1 teren monitorowany oznaczone sa w sposob widoczny 1 czytelny, za
pomoca odpowiednich znakoéw lub ogloszen dzwigkowych, nie p6zniej niz jeden dzien
przed jego uruchomieniem. Przyktadowe tabliczki zawiera zatacznik nr 2.

Poza oznakowaniem o ktérym moéwi si¢ w ust. 1 nalezy dokona¢ réwniez obowigzku
informacyjnego stosownie do art. 13 RODO.

Obowigzek informacyjny o ktérym mowa w ust. 2 winien by¢ dokonany w widocznym
miejscu dostepnym dla wszystkich oséb mogacych przebywaé w strefie monitoringu np.
przy wejsciu gtownym do budynku, tablicy ogloszen przed budynkiem i wewnatrz
budynku, w miejscu obstugi interesantow, stronie internetowej itp.) Wzor tablicy

dokonujacej obowigzek informacyjny stanowi zatgcznik nr 3.

Zastosowane Srodki techniczne i organizacyjne w celu ochrony danych osobowych
w systemie monitoringu
86



1. Zabezpieczenia Systemu Monitoringu majg stuzy¢ zapewnieniu bezpieczenstwa
przetwarzanych danych i powinny uniemozliwi¢ dostep do systemu osobom postronnym
oraz zapewni¢ przetwarzanie danych wytgcznie osobom uprawnionym.

2. Prawidlowy poziom zabezpieczenia systemu monitoringu zostaje zapewniony przez:

1) uniemozliwienic osobom nieupowaznionym uzyskania dostepu do Systemu
monitoringu oraz dostgpu do infrastruktury technicznej zwigzanej z siecig
teleinformatyczng, m.in. poprzez stosowane S$rodki uwierzytelniania 0séb
upowaznionych. W przypadku pracownikéw firm zewnetrznych podpisania umowy
powierzenia przetwarzania danych oraz klauzuli poufno$ci oraz prowadzenia prac
W obecnosci 0s6b upowaznionych;

2) instalowanie nowego lub zaktualizowania juz zainstalowanego oprogramowania
wylgcznie przez osoby upowaznione.

3. Dane osobowe przetwarzane w systemie monitoringu wizyjnego zapisywane s3 na
rejestratorach cyfrowych, do ktorych dostep maja upowaznione osoby.

4. Stanowisko nadzoru wizyjnego zlokalizowane jest w siedzibie placowki.

5. Dostep do pomieszczen, w ktorych przetwarzane sa dane z Systemu Monitoringu s3
zabezpieczone poprzez drzwi zamykane na klucz. Dostgp do kluczy maja osoby
upowaznione, zgodnie z Procedurg postepowania z kluczami.

6. Rejestratory nie sg podtaczone do sieci publiczne;.

7. Niemozliwo$¢ dostgpu nieautoryzowanego — dostep do danych tylko po podaniu
wlasciwego hasta.

8. Polityka autoryzacji dostgpu:

1) identyfikartor przypisany jest jednoznacznie uzytkownikowi, ktory ponosi
odpowiedzialno$¢ za wszelkie czynnosci wykonywane przy uzyciu identyfikatora,
ktérym si¢ postuguje;

2) obowiazuje polityka haset, ktora zobowigzuje do ich odpowiedniego tworzenia,
aktualizowania oraz zachowania w poufnosci;

3) komputery umozliwiajace podglad oraz kopiowanie zdarzen wyposazone sa
W mechanizm ,,wygaszaczy ekranu” powodujacy konieczno$¢ ponownego logowania
si¢ do systemu po czasie 120 sekund nieaktywnosci.

9. Wdrozenie polityki ochrony danych osobowych (inwentaryzacja aktywow, infrastruktura
teleinformatyczna, upowaznienia, o§wiadczenia, regulaminy).

10. System Monitoringu zostat ujety w Rejestrze czynnosci przetwarzania danych osobowych.
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Dane osobowe przetwarzane w systemie monitoringu wizyjnego zapisywane sg na dysku
twardym rejestratora, do ktorego dostep maja osoby uprawnione. Rejestr oséb
upowaznionych do wgladu do monitoringu wizyjnego okresla zatacznik nr 8 niniejszego
Regulaminu.

Przetwarzanie danych odbywa si¢ wylacznie na polecenie Administratora Danych
Osobowych przez osoby upowaznione na podstawie pisemnego upowaznienia — WzOr
upowaznienia stanowi zatacznik nr 9.

Zobowigzanie 0s6b upowaznionych do wylogowania si¢ z systemu oraz zamknigcia
pomieszczenia, w ktorym znajduje si¢ stanowisko przegladu monitoringu.

W przypadku, gdy z oceny funkcjonowania regulaminu wynika, ze zachodzi potrzeba
wprowadzenia nowych lub modyfikacji istniejacych zasad wiasciwego zarzadzania
systemem informatycznym stuzacym do przetwarzania danych osobowych, wnioski w tej

sprawie powinni sktada¢ operatorzy systemu do Dyrektora placowki.

Udostepnianie danych z systemu monitoringu wizyjnego

87

Kazda osoba, ktora znalazta si¢ w obszarze monitoringu i chcialaby uzyska¢ dostep do
nagran, szczegolnie w przypadku utraty mienia lub innych dziatah w wyniku, ktérych
uszkodzenie ulegto jej mienie powinna zgtosi¢ zdarzenie do organu uprawnionego, np. na
policje. Z wnioskiem o dostgp do monitoringu wystepuje do Dyrektora placéwki organ
uprawniony na podstawie zgloszenia poszkodowanego.
Dostep do monitoringu maja uprawnione organy, ktére kazdorazowo wystepuja do
Dyrektora placéwki z umotywowanym pisemnym wnioskiem. Uprawniony organ jest
zobowigzany:

1) skierowaé swoj wniosek na pismie do Administratora Danych Osobowych,

Ooraz

2) podaé podstawe prawna.
Osoba odpowiedzialna za techniczng obstuge systemu monitoringu na podstawie wniosku
sporzadza kopi¢ nagrania za okres, ktorego dotyczy wniosek osoby zainteresowane;.
Kopia nagrania podlega ewidencji w rejestrze kopii z monitoringu wizyjnego
sporzadzonym na wniosek osoby zainteresowanej, wzor rejestru stanowi zalgcznik nr 4.
Kopia nagrania wykonana na podstawie wniosku zostaje zabezpieczona na okres nie

dhuzszy niz 4 miesigce od chwili nagrania i moze by¢ udostepniona jedynie uprawnionym
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instytucjom na podstawie przepisow prawa. W przypadku bezczynno$ci uprawnionych
instytucji kopia nagran po okresie wskazanym powyzej podlega zniszczeniu. Fakt
zniszczenia odnotowuje si¢ w rejestrze kopii z monitoringu wizyjnego.

Zapis z systemu monitoringu moze by¢ udostgpniony jedynie uprawnionym organom
W zakresie prowadzenia przez nie czynnosci prawnych, np. Policji, Sagdom, Prokuraturze
na ich pisemny wniosek, w ktorym muszg by¢ podane podstawy prawne przekazania kopii
nagrania.

Kopia nagrania przekazywana jest na odpowiednio zabezpieczonym no$niku danych na
podstawie protokotu przekazania danych. Wzér protokotu przekazania stanowi zaltgcznik
nrb.

Wszystkie wnioski oraz przekazanie kopii nagrania z systemu monitoringu podlegaja
zarejestrowaniu w rejestrze udostepnionych nagran z monitoringu wizyjnego. Wzor rejestru
stanowi zatgcznik nr 6.

Biorac pod uwage, ze Szkotla nie posiada technicznych mozliwosci do zanonimizowania
wizerunku oséb nagranych w systemie, nie udostepnia si¢ nagran oraz nie umozliwia si¢
wgladu do nagran osobom fizycznym, poniewaz takie dziatania moglyby naruszy¢ prawa
lub wolnos$¢ o0s6b trzecich. Odstgpstwem od zdania powyzszego jest sytuacja, gdzie osoba
fizyczna, ktéra zwraca si¢ z wnioskiem o wglad do nagrania, zostata zarejestrowana bez
obecnosci innych oséb.

W uzasadnionych przypadkach na podstawie wniosku osoby fizycznej lub organdw
uprawnionych do otrzymania kopi zapisu z nagrania, w szczegdlno$ci, gdy nagranie
zwigzane jest z naruszeniem bezpieczenstwa osob i mienia okres przechowywania danych,
moze ulec wydhluzeniu o czas niezbedny do =zakonczenia postgpowania, ktorego
przedmiotem jest zdarzenie zarejestrowane przez system monitoringu wizyjnego.

Osoba zainteresowana zabezpieczeniem danych z monitoringu na potrzeby przysztego
postgpowania moze zwrédci¢ si¢ z pisemnym wnioskiem do ADO z prosbg o ich
zabezpieczenie przed usunigciem po uplywie standardowego okresu ich przechowywania.
Whiosek, o ktorym mowa powinien zosta¢ ztozony w formie pisemnej oraz zawierac
podstawe prawng lub numer sygnatury sprawy, ktdérej postgpowania dotyczy prosba
0 udostgpnienie nagran z monitoringu wizyjnego.

Whiosek nalezy ztozy¢ w terminie do 7 dni liczac od dnia, w ktorym zdarzenie mogto mie¢
miejsce 1 musi on zawiera¢ doktadng date, przyblizony czas oraz miejsce zdarzenia.
W przypadku ztozenia wniosku po wskazanym terminie oraz wniosku bez podanych

danych nie bedzie mozliwo$ci odnalezienia wlasciwego nagrania.



Obowiazki Operatora Systemu Monitoringu
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Operatorem Systemu Monitoringu jest kazda osoba lub podmiot zewng¢trzny wskazany
przez Administratora Danych Osobowych Szkoty, posiadajgca uprawnienia do wgladu,
bezposredniego dostepu, przegladania w czasie obrazu z kamer Monitoringu, wykonania
kopii oraz przetwarzania danych.

Operator moze wykona¢ kopi¢ danych wylacznie na polecenie Administratora Danych
Osobowych oraz dokona¢ wpisu w dokumentach stanowiacych zataczniki do Regulaminu
funkcjonowania monitoringu wizyjnego.

Operator zobowigzany jest do ochrony danych przed ich przetwarzaniem przez osoby
nieuprawnione.

Operator Systemu Monitoringu prowadzi:

1) Rejestr wykonywanych kopii nagran z monitoringu (Zatacznik nr 4);

2) Rejestr udostepnianych danych z monitoringu wizyjnego (Zatacznik nr 6);

3) Rejestr incydentow i wejs¢ kontrolnych do systemu (Zatacznik nr 7);

4) Rejestr 0sob upowaznionych do wgladu do monitoringu wizyjnego (Zatacznik nr 8).

Obowiazki Administratora Systemu Monitoringu
89

Obowigzkiem Administratora Systemu Monitoringu jest zapewnienie bezpieczenstwa
danych przetwarzanych w Systemie Monitoringu.
Do podstawowych obowigzkéw Administratora Systemu Monitoringu nalezy:
1) sprawdzenie poprawnosci dziatania Systemu Monitoringu;
2) reagowanie na proby naruszenia badz zagrozenia danych;
3) wykonanie kopii nagrania;
4) informowanie Administratora Danych Osobowych o kazdej sytuacji zagrozenia

bezpieczenstwa Danych w systemie monitoringu wizyjnego.

Postanowienia koncowe
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1. Dane zarejestrowane w systemie monitoringu wizyjnego nie stanowig informacji publicznej
1 nie podlegaja udostgpnieniu w oparciu o ustawe o dostepie do informacji publicznej.

2. Regulamin i1 dokumenty z nig powigzane powinny by¢ aktualizowane wraz ze
zmieniajacym si¢ stanem funkcjonowania monitoringu wizyjnego.

3. Podmioty okreslone w regulaminie zobowigzane sg do przestrzegania jego zapisow.

4. Naruszenie zasad okreslonych w niniejszym regulaminie moze by¢ podstawg rozwigzania
stosunku pracy, zgodnie z Kodeksem Pracy.

5. W sprawach nieuregulowanych niniejszg instrukcja zastosowanie ma RODO oraz
dokumentacja wewnetrzna placowki w zakresie ochrony danych osobowych.

6. Niniejszy regulamin oraz wszelkie jego poZniejsze zmiany, wprowadza si¢ w zycie

w formie zarzadzenia dyrektora szkoty.

Zatacznik nr 1 do Regulaminu monitoringu wizyjnego

1Y (o6 (e B (S (S 2 2110 - S
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Lokalizacja/obszar monitorowania

Liczba
kamer/uwagi

Data montazu

Zatacznik nr 2 do Regulaminu monitoringu wizyjnego
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Przykladowe tabliczki oznakowania stref monitoringu

POMIESZCZENIE’Q'
MONITOROWANE

OBIEKT
MONITOROWANY

UWAGA

7,
TEREN

MONITOROWANY

Zalacznik nr 3 do Regulaminu monitoringu wizyjnego

Wzor tablicy dokonujacej obowiazek informacyjny zgodny z art. 13 RODO
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UWAGA

MONITORING 2

KLAUZULA INFORMACYJNA

1. Administratorem danych osobowych jest Szkola Podstawowa Nr 3 z Oddzialami Dwujezycznymi

i Sportowymi im. Janusza Kusocinskiego w Lomiankach.

2. Administrator wyznaczyt Inspektora Ochrony Danych Magdaleng Szwech, z ktérym mozna si¢ skontaktowac
pod adresem mailowym: iodo@rt-net.pl.

3. Przetwarzanie odbywa si¢ W celu: zapewnieniu bezpieczenstwa pracownikdéw, uczniéw, ochrony mienia,
zachowania w tajemnicy informacji, ktorych ujawnienie mogtoby narazi¢ pracodawce na szkode — art. 6 ust.

1 lit. f rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie

ochrony osob fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego

przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (og6lne rozporzadzenie o ochronie danych).
4. Monitoringiem wizyjnym objety jest obszar szkoty.

Przez obszar obje¢ty monitoringiem wizyjnym rozumie si¢:

a) pomieszczenia w wewnatrz budynku, w szczegolnoscei: tacznik, hol dolny, korytarz dolny, korytarz przy
stotowce, schody przy stotowce, schody pomiedzy holem dolnym i holem gérnym, hol gérny, korytarz
gorny, korytarz gérny przy pokoju nauczycielskim, korytarz w-f przy sali sportowej;

b) teren wokot budynku: wejscie gtdéwne do szkoly, dziedziniec.

5. Osoba, ktorej dane dotyczg ma prawo do zgdania od administratora dostgpu do danych osobowych, ich
sprostowania, usunigcia lub ograniczenia przetwarzania oraz ma prawo do wniesienia sprzeciwu wobec
przetwarzania, prawo do przenoszenia danych oraz prawo do wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

6. W celu uzyskania szczegdtowych informacji dotyczacych przetwarzania danych osobowych zwiazanych z
przebywaniem na terenie objetym monitoringiem wizyjnym prosimy o kontakt z Administratorem poprzez
adres mailowy sp3@poczta.lomianki.pl.
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Rejestr wykonanych kopii nagran z monitoringu wizyjnego

Zalacznik nr 4 do Regulaminu monitoringu wizyjnego

L.p.

Okres nagrania

Miejsce nagrania

(lokalizacja
kameryf

Data wykonania
kopii

Informacje

o udostepnieniu lub
zniszczeniu kopii

Dane osoby

sporzadzajacej kopie

Podpis osoby

sporzadzajacej kopie
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Zatacznik nr 5 do Regulaminu monitoringu wizyjnego

Protokél przekazania danych z systemu monitoringu

Sporzadzony wWdniu...................oeee

ADO Szkota Podstawowa nr 3 z Oddziatami Dwuj¢zycznymi 1 Sportowymi im. Janusza
Kusocinskiego w Lomiankach zwany dalej przekazujagcym dane,

V<) ;40 11
zwanym dalej przyjmujacym dane, na podstawie pisemnego wniosku dnia ...................

dane z systemu monitoringu Szkoty.

1. Przekazujacy przekazuje, a przyjmujacy przyjmuje nastepujace dane (zapis z kamer)

na no$niku elektronicznym.........................

Data Lokalizacja kamery Czas

2. Przyjmujacy dane os$wiadcza, ze wykorzystane zostang one wylacznie do celow
okreslonych w pisemnym wniosku, stanowigcym zalacznik do niniejszego protokotu.
Protokét sporzadzono w dwoch jednakowych egzemplarzach, po jednym dla kazdej ze

stron.

Przekazujacy Przyjmujacy
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Zatacznik nr 6 do Regulaminu monitoringu wizyjnego

Rejestr udostepnionych danych z monitoringu wizyjnego

L.p.

Dane
uprawnionego
whnioskodawcy,
ktéremu

udostepniono dane

(nazwa i adres)

Nr sprawy

Data
whniosku

Okres
nagrania

Miejsce
nagrania
(lokalizacja
kamery)

Data
przekazania
nosnika odbiorcy
(data
udostepnienia)

Sposéb
przekazania
(nosnik)

Dane osoby

sporzadzajacej
kopie

Podpis osoby
upowaznionej
do
udostepnienia
danych
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Zatacznik nr 7 do Regulaminu monitoringu wizyjnego

Rejestr incydentow i wej$¢ kontrolnych do systemu

L.p.

Data i czas
incydentu/wejscia
kontrolnego do systemu

Imie i nazwisko osoby
odnotowujzi(cej incydent/ wejScie
ontrolne

Opis incydentu/ wejscia
kontrolnego

Podjete dzialania
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Zalacznik nr 8 do Regulaminu monitoringu wizyjnego

Rejestr 0s6b upowaznionych do wgladu do monitoringu wizyjnego

L.p.

Imie¢ i nazwisko

Uprawnienie dost¢pu do monitoringu w zakresie:

Wegladu

Zapisu

Przekazywania
(udostepniania
nagran)

Kontroli stanu monitoringu
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Zalacznik nr 9 do Regulaminu monitoringu wizyjnego
Wzor upowaznienia dostgpu do monitoringu wizyjnego

Fomianki, dnia...................ooeeis

Upowaznienie dostepu do monitoringu wizyjnego

(imig i nazwisko Dyrektora Szkoty)
jako Administrator Danych Osobowych, Dyrektor Szkoty Podstawowej
nadaje uprawnienia, Pani/Panu ..............coooiiiiiiiiiii

(imie i nazwisko)

do:

wgladu do monitoringu wizyjnego

zapisywania nagran z monitoringu wizyjnego

o o o

przekazywania nagran z monitoringu wizyjnego
O kontroli stanu monitoringu wizyjnego

Niniejsze upowaznienie potwierdzam wilasnorecznym podpisem.

(podpis Administratora Danych Osobowych)

Niniejszym o$wiadczam, ze zobowigzuje si¢ do przetwarzania danych wylacznie na polecenie
administratora danych w ramach udzielonego mi upowaznienia oraz stosowania odpowiednich
srodkéw technicznych 1 organizacyjnych zgodnych z Polityka Ochrony Danych Osobowych
I Regulaminem funkcjonowania monitoringu wizyjnego obowiazujacego w Szkole Podstawowe;j
3 z Oddziatami Dwujezycznymi i Sportowymi im. Janusza Kusocinskiego w L.omiankach.

Po zakonczeniu pracy z systemem monitoringu zobowigzuje si¢ wylogowac si¢ z systemu oraz

zamkna¢ pomieszczenie, w ktérym znajduje si¢ stanowisko przegladu monitoringu.

(podpis osoby, ktorej nadaje si¢ uprawnienie
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